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1

Discussion

SA2#141E agreed interim conclusions for Key Issue #8, with user plane based solution to collect data from application clients in the UE. 

This pCR removes the editor's note for solution #65 by clarifying that the solution is not applicable to application level mechanism to collect data. Only aspect left from the solution would be that NWDAF can check the number of UEs in specific areas before triggering data collection at application level, but that can be done already without standardization changes.
It is proposed to update solution #65 description as well as evaluation of solution #65 as part of evaluation for solutions for Key Issue #8 accordingly.

2
Proposal
It is proposed to update TR 23.700-91 as follow.
*** Start Change – solution #65 updates***
6.65
Solution #65: Triggers for data collection from the UEs

6.65.1
Introduction

This solution addresses aspects of Key Issue #8 "UE data as an input for analytics generation" and key issue #13 "Triggering conditions for analytics", specifically on how and when the NWDAF can determine that data collection from the UEs can be triggered. This is particularly useful when data collection is needed for analytics in a specific area or slice, for analytics for a group of UEs, or for any UE.

6.65.2
Functional Description

This solution is based on the following principles:

-
During registration, the UEs indicate to the network whether they support data collection for analytics and which type of data can be provided to the network for the purpose of analytics (e.g. mobility data). The capability information is stored in the AMF and can also be stored in the UDM/UDR. The UE may also indicate the level of abstraction supported for each type of data, e.g. whether it is raw data, or pre-processed data, such as statistics. The UE indication may change over time, e.g. under some conditions the UE may decide that providing data to the network may not be feasible any longer, e.g. when there are no sufficient data to provide, or too low battery level in the UE to provide assistance data to the network.

NOTE:
The solution does not list all different types of data that can be collected from the UE by the NWDAF. The list can be finalized based on the conclusion for Key Issue #8 on which type of information from the UE could be collected by the NWDAF.
-
The NWDAF can contact the AMFs to know how many UEs can provide support for data collection for analytics. This is done via the AMF exposing an event "number of UEs supporting data for analytics", which can be used by NWDAF to retrieve the number of UE in e.g. a given area (list of TAIs) or a slice.

-
NWDAF can decide to start or stop data collection from UEs based on the ratio of UEs supporting data for analytics in e.g. a given area (list of TAIs) or a slice.
NOTE:
Solution is not applicable to application level mechanisms to collect data as defined by solutions #27, #29 or #64. NWDAF can still check the number of UEs in specific areas or specific slices before triggering data collection at application level for these specific areas or specific slices, but this can be achieved already in Rel-16 without additional standardization changes.

6.65.3
Procedures

Figure 6.65.3-1 depicts the procedure for NWDAF triggering collection of data from UEs based on the level of support of data collection by the UEs in the area served by two AMFs.
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Figure 6.65.3-1: NWDAF triggering data collection from UEs
0.
The UEs, while registering or updating their registration, inform the AMF about their support for data collection for analytics. The information provided by the UEs may contain the type of information that the UEs can provide to the NWDAF, e.g. mobility data. The UEs may also have different level of abstraction available for the data, e.g. data that the UE can provide may be raw data, or it could be pre-processed data, such as statistics. The AMFs store the information in the UE context. The AMF may also store the information in the UDM/UDR for further checking by other NFs.

NOTE 1:
The AMF can store the information in the UDM, which would allow the NWDAF to retrieve this capability for a specific UE, if needed.

1.
The NWDAF subscribes to the AMF-A1 to retrieve the number of UEs in the area served by AMF-A1 which support providing data for analytics. The event id used is "number of UEs supporting data for analytics". The NWDAF may specify the type of data it is interested to collect, or the level of abstraction. The NWDAF may specify a specific area (e.g. list of TAIs), or a slice. The NWDAF may request to be e.g. periodically notified about the number of UEs, or it may request to be notified when the number of UEs reaches a certain threshold, possibly compared to the total number of UEs in the area.

NOTE 2:
An alternative to a new event ID can be to use existing event ID such as "Number of UEs served by the AMF and located in Area Of Interest" with new filters.

NOTE 3: The NWDAF can, instead of subscribing to the information on a per area basis, subscribe on a per slice basis to retrieve the number of UEs served by the AMF and currently registered in a specific slice.

2.
The NWDAF subscribes to the AMF-A2 to retrieve the number of UEs in the area served by AMF-A2 which support providing data for analytics.

3-4.
The NWDAF receives notifications from AMF-A1 and from AMF-A2. The notifications contain the number or the ratio of UEs supporting data collection for analytics. The notifications also contain the list of UEs supporting such functionality.

5.
Based on the received notifications at steps 3 and 4, and based on local configuration, the NWDAF may decide to start data collection from UEs available in area under AMF-A1.
6-7.
The NWDAF receives a new notification from AMF-A2, indicating that the number of UEs supporting data collection for analytics has increased. NWDAF may decide to start collecting data from UEs in area under AMF-A2 in addition to the UEs in area under AMF-A1.

8-9.
The NWDAF receives a new notification from AMF-A1, indicating that the number of UEs supporting data collection for analytics has decreased. NWDAF may decide to stop collecting data from UEs in area under AMF-A1.
NOTE 4:
The procedure to start or stop data collection from UEs is not described in this solution. It is assumed that solutions proposing data collection mechanisms can be used for steps 5, 7 and 9.

6.65.4
Impacts on services, entities and interfaces

The following impacts are identified:
UE:

-
Indicates its support for providing data for analytics, together with the type of data and the level of abstraction, during initial registration and registration updates.

NOTE 1:
The type of data (e.g. mobility data), the level of abstraction (e.g. raw data, statistics) would need to be standardized to allow all UEs to report using similar criteria.

NOTE 2:
The solution does not list all different types of data that can be collected from the UE. The list can be finalized based on the conclusion for Key Issue #8 on the aspect of which type of information from the UE could be collected by the NWDAF.
AMF:

-
New event ID "number of UEs supporting data for analytics" for Namf_EventExposure service, which can be used with specific filters such as area of interest, or slice.

NWDAF:

-
Use of new event ID "number of UEs supporting data for analytics" for Namf_EventExposure service, which can be used with specific filters such as area of interest, or slice, and which can be used with thresholds which, when crossed or reached, will trigger notifications to the NWDAF. NWDAF then uses these notifications to decide when to trigger data collection from UEs.
*** Next Change – evaluation part ***
7.8
Key Issue #8: UE data as an input for analytics generation

According to Table7.8-1, solution #27, #28, #29, #62, #63, #64 and #65 are proposed for Key Issue #8.

Table 7.8-1: Evaluation of solutions related to KI#8

	Solution
	Data collection procedure
	Parameters collected from UE
	Trigger of UE data reporting
	Integrity and Privacy aspects

	27
	UP Solution:

Application client in the UE reports to MNO AF directly
	Application layer Information
	MNO AF Event Exposure
	HTTPS, Data anonymisation, ciphering, ASP-level user consent

	28
	CP Solution
	Policy enforcement related information:

URSP enforcement
	URSP enforcement update
	-

	29
	UP Solution:

Application client in the UE reports to (MNO) AF
	Application layer information:

Part of collective (UE behaviour) attributes

Application Status information
	(MNO) AF Event Exposure
	HTTPS, Data anonymisation, ASP-level user consent

	62
	-
	Policy enforcement related information:

Applied WLANSP rule
	Events described in the data collection configuration provided by PCF
	-

	63
	-
	Application layer Information: Service experience contribution
	Request from AF
	-

	64
	UP Solution:

UE reports to DC AF indirectly (3rd party ASP collects data from UE and sends to DC AF, then DC AF sends the data to NWDAF)
	Application layer Information


	DC AF Event Exposure
	HTTPS

	65
	-
	-
	Existing or new event triggers via AMF
	-


For UE data collection procedure, there are two sets of solutions proposed.

User plane solution set:

-
Solution #27: UE Application establishes a user plane connection to MNO AF which is the entity operated by operator. Application layer data request and data report are performed between UE and MNO AF via user plane. The MNO AF provides the data after possible processing like aggregation, normalization, etc. to the NWDAF using Naf_EventExposure.

-
Solution #64: UE establishes a user plane connection to Application Server, Application layer data request and data report are performed between UE and Application Server via user plane. Application Server forwards the data after possible processing to a DC AF owned by operator which in turn exposes it to the NWDAF using Naf_EventExposure.

-
Solution #29 proposes a procedure similar to solution #27. The NWDAF may subscribe to (MNO) AF based on policies agreed during the configuration phase prior to the NWDAF collecting data from the AF. The (MNO) AF may anonymise, normalise or aggregate the data before notifying the UE input data.

Control Plane solution set:

-
Solution #28: The data request message is encapsulated in a transparent container sent from NWDAF to AMF and then AMF forwards the container to UE via NAS message. UE data reporting is also encapsulated in a transparent container sent to AMF via NAS message and AMF forwards the container to NWDAF.

Other solutions do not explicitly propose the data collection procedure.

For user plane solution, the data collection / report procedure is performed in application layer and treated as data transmission in PDU session. For control plane solution, it requires additional NAS signalling for data transmission.

For the proposed parameters that collected from UE, there are several different proposals.

-
Application layer information:

-
Solution #27 and solution #64, general solutions for application layer parameters. The solutions may support both 3GPP defined service and non-3GPP defined services but do not define specific parameters to be collected from UE, the list of parameters to collect is part of the SLA between the ASP and the MNO.

-
Solution # 63: Service experience contribution.

-
Solution # 29, Part of collective (UE behaviour) attributes: (when cannot be collected via prior AF reporting and / or MDT) which include the route, destination, average speed information, time interval spent per location. The usage of this information is to enhance NF load analytics (e.g., for AMF load balancing).

-
Solution #29, Application status information: which indicates whether flow of the application is in a foreground status or background status. The usage of this information is different than the NF load analytics (i.e. it is to determine new QoS parameters for a new flow, e.g. by PCF). How Network allocation of resources will be impacted based on the foreground status and background status needs to be clarified as the procedure after UE data collection is not covered.

-
Enforcement of policies in the UE, either URSP or WLANSP rules related information:

-
Solution #28: UE reports the applied RSD information to NWDAF, and NWDAF provides statistics and prediction about the usage of URSP rules. Then PCF can use the analytics report to allocate a more proper RSD for UE.

-
Solution # 62: NWDAF collects data from the UE about which of several WLANSP rules and groups of selection criteria is directly involved in the WLAN selection. It also collects data that can measure the quality and performance of the WLAN connection from other 5GC NFs. NWDAF reveals the correlation between WLANSP that UE applied when selecting the WLAN and the resulting WLAN performance. The PCF can use the analytics results to update the WLANSP to improve WLAN performance.

Solution #65 considers the trigger about UE data collection, UE reports the supported type of data to AMF during registration, NWDAF will collect the number of UEs that support a specific type of data collection, for a specific area or slice, and decide whether start or stop data collection from UEs.  Solution is not applicable to application level mechanisms to collect data as defined by solutions #27, #29 or #64. NWDAF can still check the number of UEs in specific areas or specific slices before triggering data collection at application level for these specific areas or specific slices, but this can be achieved already in Rel-16 without additional standardization changes.
*** End Change ***
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